PRIVACY POLICY SUPPLEMENT FOR ASIA PACIFIC REGION

FTI Consulting, Inc. ("FTI") is committed to safeguarding the confidentiality and privacy of information entrusted to it, including any personal information (sometimes referred to as “personally identifiable information” or “PII”). In the Asia Pacific Region, FTI is bound by several data privacy regulations including the Australian Privacy Principals (APP) contained in the Privacy Act 1988 (Cth) (the “Privacy Act”), the Hong Kong Personal Data Privacy Ordinance (the “PDPO”) and the Singapore Personal Data Protection Act (the “PDPA”). The information set out below supplements our Privacy Policy in explaining how FTI complies with these requirements.

By visiting our website, using any of our services or otherwise providing us with your personal information (or authorising it to be provided to us by someone else), you agree to your personal information being handled as set out in this Asia Pacific Privacy Policy ("APP Privacy Policy"), our Privacy Policy, and, where applicable, as set out in our client agreement with you.

Purpose for Collecting Personal Information

FTI only collects, holds and uses personal information for the purposes for which it was provided to us, related purposes or as permitted or required by law. We collect personal information for the purpose of providing our consulting services to you. We may also collect personal information for related purposes such as (i) providing and marketing our services to you; (ii) managing our relationship with you/our clients; and (iii) facilitating our internal business operations, including fulfilling our legal requirements. We may also collect information for the purpose of responding to inquiries made by you/our clients. Finally, we may use personal information for the purpose of managing relationships with vendors, contractors and other similar third parties, and for personnel management including recruitment of personnel.

FTI may collect personal information provided by you or may collect personal information from a third party (for example from experts or from publically available sources). If you provide personal information to us about someone else (such as one of your employees or someone with whom you have business dealings) you acknowledge that you are entitled to disclose that information to us and that, without our taking any further steps, we may collect, use and disclose that information as described in this APP Privacy Policy.

What types of personal information is collected?

The personally identifiable information that may be collected might include your name, address, e-mail address, telephone number and occupation. Additional background information might be collected in connection with career-related inquiries. We may also collect and hold information regarding your dealings with us or our clients or any interests you have with regard to our areas of expertise.

Disclosure of Personal Information to Third Parties

FTI will not transfer, disclose, sell, distribute, or lease your personal information to third parties other than as described in this APP Privacy Policy and our Privacy Policy unless we have your permission or are required or permitted by law. We may share such information with our
affiliates as necessary to carry out the purposes for which the information was supplied by you. Similarly, third party vendors engaged by FTI to provide services related to our website may have access to the personal information you provide (such vendors must first agree to maintain the strict confidentiality of such information and provide the same level of data security as provided by FTI).

FTI may transfer certain personally-identifiable information across geographical borders to FTI offices, personnel, or third-parties located throughout the world. FTI may also store such information in a jurisdiction other than where you are based. By providing personally-identifiable information to FTI, you are consenting to this transfer and/or storage of your data across borders.

**Information Security**

FTI has reasonable security policies and procedures in place to protect personal information from unauthorized loss, misuse, alteration, or destruction.

Despite FTI's best efforts, however, security cannot be absolutely guaranteed against all threats. To the best of our ability, access to your personal information is limited to those who have a need to know.

**Data Accuracy**

If you have submitted personal information to FTI, under most circumstances you have the right to reasonable access to that data to correct any inaccuracies. You can also make a request to update or remove information about you by contacting privacy@fticonsulting.com, and we will make all reasonable and practical efforts to comply with your request, so long as it is consistent with applicable law and professional standards.

**Changes to this Policy**

FTI reserves the right to make changes to this APP Privacy Policy from time to time. We will notify you by posting amendments to the APP Privacy Policy on this website.

**Questions, Comments and Complaints**

If you have questions or concerns regarding this policy or FTI's personal data processing policies, please contact us at: privacy@fticonsulting.com. You may also contact our Asia Pacific Data Privacy Officer at AsiaDataPrivacyOfficer@fticonsulting.com or our Australia Data Privacy Officer at AustraliaDataPrivacyOfficer@fticonsulting.com.